**Introducción**

Desde su creación hace más de 30 años, el internet ha revolucionado el mundo tal y como lo conocemos y actualmente influye en muchos ámbitos sociales, en especial en el campo del comercio electrónico donde se realizan transacciones financieras de manera online desde la comodidad del hogar. Cabe recalcar que los métodos de pagos online mayormente utilizados por las personas en la actualidad son: tarjetas proporcionadas por bancos, transferencias bancarias, pasarelas de pagos entre los que se destaca Paypal ampliamente utilizada por los negocios e-commerce [1] y finalmente las billeteras virtuales de criptomonedas empleadas principalmente para el trading y compra/venta de activos digitales [2].

Existe una constante que no puede dejarse de lado en cualquiera de las formas de pagos online anteriormente mencionadas y es que se han detectado un aumento progresivo de fraudes, estafas y robo de información tanto personal como de las tarjetas [3], estos problemas ocasionarían que las personas dejen de confiar en realizar compras online, afectando así a millones de aplicaciones Fintech.

Por tal razón, la comunidad científica ofrece soluciones aplicada a la seguridad en las transacciones financieras online como encriptaciones avanzadas y aprobadas mundialmente como AES o RSA para la protección de la información desde el lado del cliente, base de datos criptográficas en la nube como IOTA stronghold utilizada para la protección de secretos digitales (tokens, passwords etc) [4] y el uso de los DLT (tecnología de contabilidad distribuida) como una nueva forma de protección de datos por las ventajas que ofrece como almacenamiento distribuido, uso de métodos criptográficos que garantizan seguridad, inmutabilidad y encriptación de la información [5]. Brindar seguridad en los pagos online es de especial importancia debido a que potenciaría la confianza de los usuarios en el uso de aplicaciones Fintech.

La motivación de esta investigación surge tras las alertas de robos, fraudes y estafas en transacciones financieras online ocurridas especialmente entre los años 2020-2021 debido a la aparición del COVID-19 [6], esta pandemia mundial ha sido positiva en cierta medida para la industria de pagos digitales, según cifras de Mastercad y Americas Market Intelligence [7], se duplicó el número de personas que se volcaron a las transacciones online pasando del 45% al 83%, la explicación para este comportamiento es sencillo, las cuarentenas impuestas por los gobiernos mundiales obligaron a las personas a realizar pagos online, potenciando indirectamente el crecimiento exponencial de las aplicaciones Fintech [8].

El COVID-19 también afectó significativamente el mercado de las criptomonedas [9] detectándose un incremento de usuarios y de mercados Fintech que se volcaron al trading de estas [10] y a su vez el interés de los hackers por encontrar vulnerabilidades en estas [11].

Los datos generados por las aplicaciones Fintech durante las transacciones financieras son de alto valor y contienen información sensible en muchos aspectos [12] y es de conocimiento público por numerosos artículos citados anteriormente, los informes de robos de información, fraudes y estafas cometidas por estas aplicaciones que no implementan un sistema de seguridad robusto [13]. Por tal motivo, detectar estas vulnerabilidades en dichas aplicaciones es un objetivo primordial para los hackers de todo el mundo.

Estas vulnerabilidades se encuentran detalladas en el trabajo realizado por los autores Kaur, LashKari & Habibi [14], donde concluyeron que, hasta en la actualidad, siguen aún existiendo vulnerabilidades humanas, tecnológicas y transaccionales presentes en aplicaciones financieras. Los mismos autores Kaur, LashKari & Habibi [15] en otro de sus artículos dieron más ejemplos de amenazas cibernéticas y las motivaciones que impulsan estos incidentes, aplicaron varias metodologías de modelado de amenazas como STRIDE, TRIKE, VAST y PASTA para mitigar ataques en diferentes aplicaciones Fintech, sin embargo, esto no bastó para mitigar por completo todas las amenazas. Finalmente, el trabajo de los autores Huh, Cho & Kim [16] donde se implementó un sistema de encriptación de datos utilizando RSA para la protección de llaves privadas generados por Ethereum, una de las plataformas blockchain más populares actualmente.

Se evidencia que, en los trabajos anteriormente citados, muchas plataformas Fintech no cuentan con la seguridad suficiente para realizar transacciones financieras, inclusive cuando estas transaccionan con criptomonedas [17], surgiendo soluciones como los contratos inteligentes o smart contracts para la mitigación de fraudes y estafas financieras, sobresaliendo Ethereum como la más utilizada para esta labor [18] [19]. Este asunto tan importante ha sido ignorado por la mayoría de empresas desarrolladoras de software por el afán de lanzar aplicaciones Fintech y ganar mercado en estos tiempos de pandemia [20].

El trabajo realizado por Gatteschi [21] discute las ventajas y desventajas del blockchain y concluye que esta tecnología puede ser aplicada en cualquier sector, brindando grandes ventajas al sector Fintech [22]. Sin embargo, surgen varias limitantes sobre el uso de la tecnología blockchain demostradas por los autores Gatteschi y Mesengiser & Miloslavskaya [23] que podrían ser un problema a futuro para las aplicaciones Fintech y son el rendimiento, rentabilidad y sostenibilidad con el medio ambiente.

Es indiscutible que la utilización del blockchain proporciona una solución robusta, gratuita y segura, sin embargo, aplicar solamente blockchain no es suficiente, hay que implementarla en conjunto con otros métodos de seguridad [24], esta problemática surge por la variedad de tecnologías de las cuales están desarrolladas las diferentes aplicaciones que requieren protecciones tanto a nivel de servidores como de aplicación. A raíz de esto surgió IOTA como solución a los problemas de rendimiento, rentabilidad y sostenibilidad presentes en blockchain pero esta tecnología igualmente presenta sus limitaciones ocasionadas por ser una tecnología relativamente nueva [25].

Basados en las afirmaciones anteriores, la presente investigación utilizará el DLT de IOTA como solución a las problemáticas expuestas por los autores [21] y [23]. Gracias a la creación de IOTA que fue la primera criptomoneda que se creó fuera del sistema blockchain [26], en su lugar utiliza Tangle que a diferencia del blockchain, solamente necesita confirmar dos transacciones de diferentes participantes para poder concatenar su transacción dentro del nodo de Tangle [27], resultando ser rentable para ser utilizado en aplicaciones Fintech debido a la rapidez en la confirmación de las transacción. El Tangle de IOTA hace posible que no exista la necesidad de utilizar la minería como en blockchain y con esto no se afectaría al medio ambiente, en lugar de esto utiliza los propios dispositivos clientes como dispositivos móviles o un arduino [28], [29] para ser verificadores de transacciones; una de las ventajas más sobresalientes para ser utilizado en el internet de las cosas (IoT) [30], [31], [32] y en transacciones financieras debido a que no existen comisiones (fee) [33] que se carguen a las transacciones realizadas por los clientes en aplicaciones Fintech o en protocolos ligeros para dispositivos Iot [34], [35] en monitoreos con WSN [36] por citar algunos ejemplos.

Lastimosamente, los smart contracts de IOTA actualmente se encuentra en fase beta [37], lo que impide su implementación en un ambiente de producción, alternativas como Iotex blockchain son viable para aplicaciones Fintech debido a sus bajas comisiones de transacción en comparación a otras blockchain como Ethereum o Cardano [38]. En base al trabajo de Taylor & otros [39] donde se realizó una revisión sistemática de literatura de las ventajas de seguridad cibernética ofrecidas por la utilización del blockchain y en base al trabajo realizado por Ali & otros [40] donde demuestran el estado actual de la utilización de los DLT en el sector financiero, se estableció el objetivo de esta investigación que busca la implementación de los DLT en aplicaciones Fintech para el almacenamiento seguro de las transacciones financieras, tomando en cuenta que la tecnología DLT estará presente en el futuro de la ciberseguridad financiera [41].

Por todo lo anteriormente redactado, este documento tiene como objetivo la implementación de tecnologías de registros distribuidos en una arquitectura de microservicios de Google Cloud utilizando las plataformas de IOTA, IOTEX, Tatum para incrementar la probabilidad de ganar disputas de pagos por delitos informáticos (estafas y fraudes de primera persona) realizadas en transacciones financieras de una aplicación Fintech, partiendo de la hipótesis de que utilizar DLT en una arquitectura de microservicios cloud disminuye casos de estafas y fraudes, otorgando ventajas como seguridad, inmutabilidad, integridad, no repudio, disponibilidad y confidencialidad de los datos generados en las transacciones financieras de una aplicación Fintech.

Para el cumplimiento del objetivo detallado anteriormente, se diseñó e implementó una aplicación web y móvil siguiendo la metodología Agile Blockchain DApps Engineering (ABCDE) las cuales se encuentran funcionando en arquitecturas cloud bajo la plataforma de Google, son diferentes instancias las cuales proporcionan una arquitectura basada en procesamientos complejos de eventos (CEP) [42] y microservicios. Estos microservicios proporcionan las Apis necesarias para el procesamiento de datos a través del protocolo https y la interfaz de programación API-REST. La investigación se realizó en un ambiente de producción controlado, tomando como caso práctico las transacciones realizadas por los usuarios en la plataforma Fintech Pay2Meta. Las principales contribuciones se detallan a continuación:

* Implementación de IOTA para garantizar la integridad e inmutabilidad en los registros de las transacciones financieras realizadas por los usuarios en las aplicaciones clientes.
* Implementación de smart contracts utilizando IoTex para mitigar estafas cuando los usuarios realicen compras o ventas en el marketplace de productos y trading de criptomonedas.
* Implementación de verificación biométrica con MATI y NFT con Tatum como plataforma blockchain para obtener una identidad digital de los usuarios al realizar transacciones con tarjetas de crédito o débito.

Luego de la aplicación de las pruebas pertinentes realizadas al finalizar la implementación de la propuesta, se concluye que el Tangle de la plataforma de IOTA y de igual forma el blockchain proporcionado por IoTex y la plataforma Tatum aumentaron la seguridad y disminuyeron casos de fraudes y estafas de primera persona realizadas por los usuarios en sus transacciones financieras dentro de la plataforma Fintech. Sin embargo, también se debe tener a consideración las altas vulnerabilidades que se encuentran presentes cuando se utilizan pasarelas de pagos desarrollados por terceros. Se recomienda que estos procesos de pagos no solamente dependan de las bondades ofrecidas por blockchain o Tangle sino que también estos pagos tengan certificación PCI DSS mínimo de nivel 3, encriptación de datos de extremo a extremo y una certificación de seguridad como es la ISO 21000:2013.

El siguiente informe está estructurado de la siguiente manera: la primera sección corresponde a la elaboración del estado de arte la cual está conformada por los antecedentes históricos y conceptuales donde de fundamenta las tecnologías utilizadas en la investigación, así como los trabajos relacionados. La segunda sección explica la propuesta de solución, la tercera sección describe el caso de estudio utilizado que fue la fintech Pay2Meta, la cuarta sección corresponde a todos los experimentos realizados, la quinta sección detalla el análisis de resultados y la última sección exponen las conclusiones y recomendaciones.
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